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Symbols

Symbols

Explanations of symbols & labels on the device or in the user manual:

The following symbols are used in this guide:

ELECTRICAL SHOCK

WARNING

CAUTION

The danger sign warns about a hazard. It calls attention to a
procedure or practice which, if not adhered to, could result in
injury or loss of life.

Do not proceed beyond a danger sign until the indicated
conditions are fully understood and met.

The warning sign denotes a hazard. It calls attention to a
procedure or practice which, if not adhered to, could result in
severe injury or damage or destruction of parts or all of the
equipment. Do not proceed beyond a warning sign until the
indicated conditions are fully understood and met.

The caution sign denotes a hazard. It calls attention to a
procedure or practice which, if not adhered to, could result in
damage or destruction of parts or all of the equipment. Do
not proceed beyond a caution sign until the indicated
conditions are fully understood and met.

The attention sign signals relevant information. Read this
information, as it might be helpful.



Safety practices

Safety practices

ELECTRICAL SHOCK

WARNING

It is assumed that the individual using this manual has sufficient training in the
service of Personal Computers/installation of peripherals and is aware of the
potential hazards including (but not limited to) electrical hazards. Make certain
that you are familiar with the contents of this manual before working on the
Personal Computer.

The following safety practices and protective measures are intended to ensure
safe installation of the LAN-kit.

Electrical hazards

Never open a device when it is connected to an electrical power source! Removal
of protective panels on the instrument can result in exposure to potentially
dangerous voltages which may lead to severe injury or loss of life! The
instrument may only be opened by authorized service engineers of the
manufacturer or a company authorized by the manufacturer.

WARNING - RISK OF ELECTRIC CHOCK
A DISCONNECT POWER BEFORE SERVICING

AVERTISSEMENT - RISQUE DE CHOC ELECTRIQUE
COUPER L'ALIMENTATION AVANT LA MAINTENANCE

Note: There is no need to remove panels during the installation of the LAN-kit.

Electrostatic hazards

Take precautions against electrostatic discharge during installation to prevent
damage of the electronic parts

Spare parts and service availability

Manufacturer provides a variety of services to support her customers after
warranty expiration. Repair service can be provided on a time and material basis.
Contact your local supplier for servicing. Technical support and training can be
provided by qualified chemists on both contractual or as-needed basis.
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CHAPTER 1
PC requirements

For installation of an ALEXYS™ system (2024 model), each individual instrument
needs to be connected to a Personal Computer (PC) and LAN gigabit network
switch for instrument control. A PC and network switch are not part of the Antec
ALEXYS LC system and must be purchased separately from a local store due to
differences in regions.

Make sure to acquire a PC and a LAN network switch before an ALEXYS

installation.
B
Hardware & OS
Table 1. Recommended PC requirements for control over an ALEXYS system
Parameter Details
Processor/RAM Intel i5 - 9000 family or better, 3 GHz with 16 GB RAM memory
Hard disk SSD or M.2 drive, NTFS partition with at least 60 GB free space
Monitor 1920x1080, 1280x1024 or 1680x1050, 64K (16 bit High color)
Ports 3 free USB ports (at least 1 is USB type 3.0)
1 free LAN port (on-board/PCI)
oS Microsoft Windows 11 and 10

Win 11 support from Clarity CDS 8.7

*For older Windows 8 and 7: contact supplier.

Version Europe or US

Service packs  Updated to latest

Language English

Installation ‘Clean’ install (no installation of vendor-supplied software/tools)

Table 2. Examples of suitable Gigabit Network Switches

Brand Modelltype

TP-link TL-SG105(S), 5-Port Metal Gigabit Switch
https://www.tp-link.com/en/products/details/cat-4763 TL-SG105.html

NETGEAR GS105 (E), 5 Port Gigabit Ethernet Unmanaged Switch _
https://www.netgear.com/support/product/GS105.aspx el e =

LINKSYS LGS105, 5 port Gigabit Switch

https://mww.linksys.com/us/p/P-LGS105



https://www.tp-link.com/en/products/details/cat-4763_TL-SG105.html
https://www.netgear.com/support/product/GS105.aspx
https://www.linksys.com/us/p/P-LGS105
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LAN Connection Kit

CAUTION

Software

The LAN connection kit 250.0180 contains instructions and all additional cables
to set up the communication with the PC. Most PCs are equipped with only one
LAN-port, and as this will be used to connect with the ALEXYS system, an
additional USB-LAN adapter is provided with this kit to be able to stay connected
to the internet.

Only use the PC on-board LAN port to make the connections with the ALEXYS
instruments! Using a USB LAN adapter may lead to instrument connection errors.

The following parts are supplied in the LAN connection Kit:
- Instructions manual
- 5XxLAN (UTP) cable, 1.5m
- 1x USB3.0 hub with LAN adapter

A LAN switch is not part of the ALEXYS system! It must be acquired locally. See
Table 2 for recommended models.

Table 2. Advised software programs

Software Details
PDF reader Manuals are provided in PDF file format
MS Office* Excel and Word for data reporting and qualification procedures

*) Tip: Microsoft Office online is a free version which allows the creation of Office
files in your browser. See https://www.microsoft.com/en-us/ for more information.

When the software is using MS Office for example to export data, only the (paid)
app version of Office will work.



https://www.microsoft.com/en-us/
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CHAPTER 2
Local Area Network settings

All instruments provided by Antec Scientific are default set to have a fixed IP
address starting with the numbers 192.168.5. To enable communication between
the computer and these instruments through a network switch, the IP address of
the computer LAN port should first be set to 192.168.5.10.

Install the network switch

A 5 port switch has 4 LAN ports available for ALEXYS instruments. To install the
switch, do the following:

1. Connect the switch to a power source with the power adapter.

The lights should turn on

3. Use one of the provided LAN (UTP) cables from the kit to connect
the switch to the PC's on-board LAN port

4. Adjust the IP address of the computer LAN port as pointed out
below.

n

Only use the PC on-board LAN port to make the connection with the network
switch. Never connect the network switch over a USB LAN adapter, as this may
lead to instrument connection errors.

Adjust the IP address of the LAN port on the computer

Q control panel|

TGO

Best match

Control Panel
Z
L Syster
Search the web

results

O control panel open

control panel - See more search
0 > P

Note: make sure to make the adjustments to the correct PC internal LAN adapter,
not the USB-LAN adapter!

To change the IP address of the computer LAN port, open the Control Panel (use
the search bar to find it):

[ control Panel =

> v 41 > ControlPanel > v @ | |search Control Panel

Documents  Web Settings  Folders  Photos I.) Adjust your computers settings View by: Category

@  User Accounts
- W Change account type

Appearance and Personalisation

~ Clock and Region
L Change date, time or number formats
ings
2l dizpla

Programs
[ g -

1. Select ‘Network and Internet’
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2. Click on ‘Network and Sharing Center’.

& Network and Internet = a x

& = ~ N @ ControlPanel » Netwarkand Internet > v o Search Control Panel »

Control Panel Home n
::l. Network and Sharing Center
4* Jiew network status and tasks onnect to a network | View network computers and devices

System and Security
Network and Internet

.

Internet Options
Change your homepage | Manage browser add-ons | Delete browsing history and cookies

Hardware and Sound
Programs
User Accounts

Appearance and
Personalization

Clock and Region

Ease of Access

3. Click on ‘Change adapter settings’.

L+ Network and Sharing Center = a

“~ v LE <« Network and Internet > Network and Sharing Center v @) Search Control Panel L0

View your basic network information and set up connections
Control Panel Home

View your active networks

Change adapter settings
Change advanced sharing Network Access type: Internet
settings Public network Connections: @ Ethernet

Media streaming options

Unidentified network Access type: Mo network access
Public network Connections: @ Ethernet 2

Change your networking settings

ﬁl Set up a new connection or network

Set up a breadband, dial-up, or VPN connection; or set up a router or access point.

Troubleshoot preblems
Seealso Diagnose and repair network problems, or get troubleshooting information.

Internet Options

Windows Defender Firewall

4. Right-click on the Local Area Connection icon of the LAN port in your PC
and click to open its Properties window.

=B

@Q'H' <« Net.. » NetworkC.. »

File Edit View Tools Advanced Help

Organize v Disable this network device  »

:. Local Area Connection
WS Unidentified network
% Realtek PCle GBE Family Controller

% Disable
Status
Diagnose
% Bridge Connections viey
ble;
Create Shortcut
Delete
% Rename
§. Properties
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The network IP address of the LAN adapter is now configured for communication with the ALEXYS

instruments.

5. Double-click in the items list on 'Internet Protocol Version 4 (TCP/IPv4)' to
open its properties window.

U Local Area Connection Properties lé]

Networking

Connect using:

iF Realtek PCle GBE Family Cortroller

Thig connection uses the following tems:

o8 Client for Microsoft Networks

.@QDS Packet Scheduler

SHIB and Printer Sharing for Microsoft Networks

-4 |mtemet Protocol Version 6 (TCP/AIPwE)

-

& Link-Layer Topology Discovery Mapper /0 Driver
i Link-Layer Topology Discovery Responder

Description

Transmission Control Protocol/Intemet Protocol. The default
wide area networl protocol that provides communication
across diverse interconnected networks.

ok | [ Cancel

6. Setthe properties as in the screen dump below

- IP address: 192.168.5.10
- Subnet mask: 255.255.255.0
- Gateway and DNS fields empty

r

Internet Protocel Version 4 (TCP/IPv4) Properties @I&J

General

‘fou can get IP settings assigned automatically if your network supports
thiz capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

() Obtain an IP address automatically
(@) Uge the following IP address:

IP address: 192 .168 . 5 . 10
Subnet mask: 255,255,255 . 0
Default gateway:

Obtain DNS server address automatically
(@) Use the following DNS server addresses:

Preferred DNS server:

Alternate DNS server: | .

[ validate settings upon exit

[ OK ] [ Cancel

)

7. Close the menu(s) by clicking the 'OK' button.
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Connect the instruments to the switch

Use the LAN (UTP) cables provided in the LAN connection kit (pn. 250.0180) to
connect each instrument of the ALEXYS system to one of the ports of the switch.

Do not use any of the LAN cables from the accessory-kits of the individual
instruments, as some have different and incompatible features.

The communication hardware between instruments and control software is
now in place and ready for use.

Optional: installation of an alternative LAN-port for internet connection

CAUTION

In case a wifi adaptor or additional free LAN port (either on-board or PCle)
is available, then the following 4 steps can be skipped, and the USB hub
with LAN adapter from the LAN connection kit (pn. 250.0180) will not be
used.

Do not use the USB LAN adapter to make the connection with the ALEXYS
system! This can result in a loss of communication with the ALEXYS system.

1. Connect the power adapter to the USB3.0 hub-LAN adapter and insert the
USB cable to a free USB3.0 port on the computer. This power adapter is only
needed in case an external drive is connected to the USB port.

2. Ifthe device does not auto-install, use the CD and instructions provided with
the hub.

3. Disconnect the internet/intranet cable from the computer and connect it to the
LAN port of the USB hub.

4. Double-check that the internet/intranet is functioning by opening a webpage.
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CHAPTER 3

Computer settings

The use of laboratory instruments that are under the control of a Chromatography
Data System (CDS) requires an uninterrupted digital connection with the
computer. For a stable digital communication, we recommend checking/adjusting
the following settings:

Table 3. General settings

ltem

Details

Clarity installation
Virus scanner

Windows update

Firewall
Energy saving

User accounts
21CFR part 11*

Disable memory integrity in Windows 10 and 11 (Specific for
installation of earlier versions of Clarity dongles)

Exclude scans of read/write actions in the CDS data folder

Pause the automated installation of updates. Run Windows updates
manually when the ALEXYS is not in use, as a restart of the PC
may be needed.

Indicate the CDS executables to be trusted apps

Deactivate all power saving options (auto shutdown, sleep, hybrid
sleep, and hibernate mode) of the computer hardware incl. USB
and LAN ports

Administrator rights (during installation)

An NTFS file system with properly set and administered user
privileges

*) If required. For more info on how to set up Clarity for 21CFR part 11 compliance please refer to the

following manual: https://downloads.dataapex.com/documentation/clarity/manuals/solutions/clarity-in-

requlated-environment.pdf

This document shows the detailed settings and screen dumps for a computer that
will be running under Windows 11 (and Clarity CDS as an example).


https://downloads.dataapex.com/documentation/clarity/manuals/solutions/clarity-in-regulated-environment.pdf
https://downloads.dataapex.com/documentation/clarity/manuals/solutions/clarity-in-regulated-environment.pdf
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Disabling Memory Integrity / Core Isolation

Each Clarity license key is tied to a USB dongle, which has to be plugged in to
the PC in order to keep Clarity software running. During Clarity installation, the
USB driver is installed together with the Clarity software. However, on the latest
version of Windows Security, the ‘Memory integrity’ option prevents the
installation of such USB drivers.

To turn off ‘Memory integrity’, open ‘Windows Security’ settings (use the search
bar to find it).

Q windows security

Work  Apps  Documents  Web  Settings  People B

Best match

| @ Wndows Seaiy *

Settings Windows Security

@ Windows Security >

1. Select ‘Device security’
2. Turn off the ‘Memory integrity’ option under Core isolation.

|
@ Home

+ O Virus & threst protection

& Accoun: protaction

Memary access protection
votects your deviee's memory from atlacks by malicious extemal devices

Leam mere

Microsoft Vulnerable Driver Blocklist

@ Settings

3. Restart the PC for the changes to take effect.
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Pause Windows Updates

By default, the Windows Update feature is enabled on Windows 11 and the
system will continuously scan for updates. To pause the Windows update, open
the Windows Update settings (use the search bar to find it).

< Settings - @ &
a
|
(©c) @) som omens Wer  Sotings  Foders prorz b | ® o Windows Update
T @ Local Account
Best match |
Y| | m Checking for
i~ Wind Update settis
| 5 WindowsUpdats st K/ I Find a setting a updates...
Settings Windows Update settings I
o srings % Home
£ Check for updates > More options
e | Be B system
< oations Get the latest updates as soon as they're
) Bluetooth & devices available —
] Be among the first to get the latest non-security off @ )
@ Network & internet R e Gl
# Personalisation
00 Pause updates Pause for 1 week |
B Apps
. Pause for 1 week
o |

D Update history Pause for 2 weeks

CY

Time & language Pause for 3 weeks

% Gaming g Advanced options S T -
%  Delivery optimisation, optional updatesfhcii
update settings Pause for 5 weeks

T Accessibility

& Privacy & security oo Windows Insider Programme
Get preview builds of Windows to share feedback on new >
| @ Windows Update features and updates

&) Windows Update is committed to helping reduce carbon emissions
Learn more

@ Gethelp

X" Give feedback

Change the current settings to the following:

4. Turn off the option “Get the latest updates as soon as they’re available”.
5. Pause updates (choose a maximum of 5 weeks).
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Exclude the CDS folder from the virus scanner

To exclude the Clarity CDS program and data folder from the virus scanner, open

the Windows Virus & threat protection (use the search bar to find it):

Q. virus and threat|

[B) Chat o Apps  Documents  Web  Setfings

Best match

| g Vi e threat protecion

Search the web.

virus and threat - See more searc
S

gy Vit and threat protection
* sertinas

a

| Windows Security

Folders

il

Photos »

o B

(| ]
w

Virus & threat protection

i

[

(]
a

(=1

®
&
a

Home.

Virus & threat protection
Account protection

Firewall & netwark protection
App & browser control
Device security

Device performance & health
Family options

Pratection history

@ Settings

1. Select ‘Manage settings’
2. Scroll down to the sub-setting “Exclusions” and click on “add or remove

exclusions”.

[ isom sty

Home

a ®

Virus & threat protection
& Account protection

) Firewall & network protection
B App & browser control

O Device security

% Device performance & health

& Family options

@3 Settings

Controlled folder access

Protect files, folders, and m
unauthorised changes by

Manage Controlled folder access

5 on your device from
cations

Exclusions

Microsoft Defender Antivin
luded. Excl

been
make your device vulnel

Add or remove exclusions

/on't scan items that have

d contain threats that

O Virus & threat protection

Protection for your device against threats.

& Current threats

No current threats.

Last scan: 02/01/
0 threat(s) found.
Scan lasted 1
43877 files scanned.

320 (quick scan)

utes 43 seconds

Quick scan

Scan options

Allowed threats

Protection history

% Virus & threat protection settings

No action needed

2 Virus & threat protection updates
Security intelligence is up to date

024 08:53

Have a question?

Get help

Who's protecting me?

Manage providers

Help improve Windows Security

Give us feednack

Change your privacy settings

View and change privacy settings
for your Windows 11 Pro device

Exclusions

Add or remove items that you want to exclude from
Microsoft Defender Antivirus scans.

+  Add an exclusion

C:\Clarity
Folder

3. Add the CDS-related program/data folder (Clarity in this example) to the

exclusions list.
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Allow the CDS app to communicate through the Windows firewall

Q. control panel|

To let the Clarity CDS program executable through the Window firewall, open the
Control Panel (use the search bar to find it):

(25 Control Panel

> v 4 E> ControlPanel » ~

|Search Control Panel

Dacuments ) Web) ){ Settings ) Folders! ) Photas @ Adjust your computer's settings View by: Category ~
P System and Securlty @ userAccounss
Review your computer’s status & Change sccount type
Save backup copies of you files with File History !
Control Panel Back up and Restore (Windows 7) .
- and Personalisation
7 Network and Internet
View network status and tasks ;
Search the web Control Panel _ Clock and Region
S =, Hardware and Sound Change date, time or number formats
Sy
View devices and printers
o control panel - see more s R -.* et s dovie Ease of Access
results Let Windows suggest settings
@ open m Programs Optimise visual display
£ control panel open > - Uninstall a program

B Windows Defender Firewall

Firewall

Control Panel Home

Allow an app or feature
through Windows Defender

®y Change notification settings
% Tum Windows Defender

1. Select ‘System and Security’
2. Click on ‘Allow an app or through Windows Firewall'.

@ System and Security

« v ® > Control Pa.. » Systern and Security > o [@&] Search Control Panel yel

Coentrol Panel H . .
et FanerHome Security and Maintenance

Review your computer's status and resolve issues

System and Security #y Change User Account Control settings
Troubleshoot common computer problems
Network and Internet

Windows Defender Firewall
Check firewall status | Allow an app through Windows Firewall

Hardware and Scund

Programs

| User Accounts System
View amount of RAM and processor speed

See the name of this computer

®y Allow remote access | Launch remote assistance
Appearance and

Personalisation
Clock and Region Power Options

Ease of Access Change what the power buttons do | Change when the computer sleeps

File History

Save backup copies of your files with File History

Restore your files with File History

Back up and Restore (Windows 7)

Back up and Restere (Windows 7) Restore files from backup

BitLocker Drive Encryption
Manage BitLocker

Click on ‘Allow an app or feature through Windows Defender Firewall’ and

add the Clarity CDS executable (Browse for C:\Clarity\Bin\Clarity.exe) to the
list of apps. Click OK when done.

Allow apps to communicate through Windows Defender Firewall

[ - ) i To add, change or remove allowed apps and ports, click Change settings.
4 ®8> ControlPanel » System and Security > Windows Defender Firewall

What are the risks of allowing an app to communicate? Change settings
Help protect your PC with Windows Defender Firewall

| Addanapp X

Windows Defender Firewall can help to prevent hackers or malicious softw Select the app that you want to add or dick Browse to find one that is not Private  Public
through the Internet or a network, listed and then dick OK.
. v Private networks : O

tion for Windows

Firewall on or off
®y Restore defaults
% Advanced settings

Troubleshost my network

l Q Guest or public networks

Networks in public places such as sifports or cafés

Windows Defender Firewall state: On

Incoming connections:

Block all connectiol

E
Path: C:\Clarity\Bin\Clarity.exe Browse. .. Detaik-. Femaye
What are the risks of unblocking an app? Allow another app...
You can choose which network types to add this app to.
Network types... conce
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Energy saving and power management settings

There are two locations at which the power and energy management needs to be
adjusted: in the Device Manager and in the Power Options windows.

Energy saving and power management settings in the Device manager

1. Open the Device Manager (use the search bar to find it):

i e gy e & Device Manager - O X
File Action View Help

= @ Hz B

i Audio inputs and outputs A

Q device manager|

’g}-cm)@ Apps  Documents Web  Settings  Folders  Photos
® Cameras

[ Computer

- Disk drives

& Display adapters

3 Firmware

i) Human Interface Devices
=z |DE ATA/ATAPI controllers

Best match

gy Device Manager

®

Device Manager
Control panel

Control panel

Search the web

device manager - See mare search

= Imaging devices

results E= Keyboards
O device manager control panel > @ apen @ Mice and other pointing devices
[ Monitors
@ Metwork adapters
& Ports (COM & LPT)
= Print queues
= Printers
o Prn(a.ssnrs . v
2. Open the ‘Ports (COM & LPT) list
3. Right-click and open properties boxes for each COM-port that is used by the
CDS.
4. Open the ‘Advanced’ option for the active COM ports and set the transmit
and receive buffers both to High.

File Action View Help

eo -0 HD & B EXG ntel(R) Actve Management Technology - SOL (COMS3) Properties | - *@need Setingsfor COM3 x

~ B SwW202203
> ] Audioinputs and outputs
5 B Computer
5w Disk drives

General Port Seltings Driver Details Events Resources
Select lower settings to comect connection problems.

Bts persecond: | 9600 - Cancel
Select higher settings for faster perfomance.
Databis: 8 - Defauts
Recsive Buffer: Low (1) igh (14) (1)

> [ Display adaptors
> BE Firmware
> f@) Human Interface Devices

5 =@ IDE ATA/ATAP| controllers Perty: Nene -

> E= Keyboards Stopbits: |1 . Transmit Buffer: Low (1) igh (18)  (16)
5> [ Mice and other pointing devices

> [ Monitars Flow cartrol: Nene v

> [ Network adapters

5 B Portable Devices COM Port Number:  COM3 ~
~ § Ports (COM & LPT) Advanced Restors Defaults S
& Intel(R) Active Management Technology - SOL (COM3)

> = Print queues

5 [ Processors

> W7 Security devices

> ¥ Software components

> [ Software devices

> ] Sound, video and game controllers
> S Storage controllers

> @ System devices

5> @ Universal Serial Bus controllers

5> @ USB Connector Managers

0K Cancel

5. Open the ‘Universal Serial Bus controllers’ list
6. For each listed item, right-click and select properties.
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7. In all tabs ‘Power management’ uncheck the option “Allow the computer to
turn off this device to save power”.

= |
> W@ System devices & |
v ' Universal Serial Bus controllers

B Intel(R) USB 3.1 eXtensible Hest Controller - 1,10 (M
ROCKEY4

Intel(R) USB

sible Host Controller - 1.10 (Microsoft) Prop. X

L %  Gerel Diver Defais Events Resources PowerManagement

g ItellF) USE 3.1 eXtensible Host Controller - 1.10 Microsoft}

@:wlhe computer to tum off this device to save power
low this device to wake the computer

USB Root Hub (USB 3.0) P

> @ USB Connector Managers

ROCKEY4 UsSB
USE Mass Storage Device
USE Root Hub (USE 3.0)

General Driver Details Events Power Management

- USB Root Hub (USB 3.0)

@owthe computerto tum off this device to save power
Jow this device to wake the computer

General Driver Detalls Events Power Management

g USB Mass Storage Device

v @\uwlhe computer to tum off this device to save power
low this device to wake the computer

Controller - 1.10 (M

8. Open the “Network adapters” and find the Ethernet adapter that is used for
communication with the instruments.

9. Right-click on the Ethernet adapter and click Properties.

10. Go to the tab “Power Management” and uncheck “Allow the computer to
turn off this device to save power”. Click OK when done.

i £y Device Manager
File Action View Help

e | @ B HE

o B REXE

v & SW202203
> | Audio inputs and outputs
> [ Computer
5w Disk drives
> [ Display adapters
> * Firmware
> {f Human Interface Devices
> =@ IDE ATAJATAPI controllers
> Keyboards
> @ Mice and cther pointing devices
> [ Menitors
~ [ Network adapters
? Intel(R) Ethernet Connection (7) 1219-LM
I WAN Miniport (IKEv2)
I WAN Miniport (IP)
I? WAN Miniport (IPvE)
I? WAN Miniport (L2TP)
I? WAN Miniport (Metwork Menitor)
[ WAN Miniport (PPPOE)
I WAN Minipart (PPTP)
@ WAN Miniport (S5TP)
> & Ports (COM & LPT)
» = Print queues
> I Processors
> W7 Security devices

« B Sofhware rarmnonents

- (] X 1

Intel(R}) Ethernet Connection (7) 1219-LM Properties X

General Advanced Driver Details

Everts Resources Power Management

@! Intel(R) Ethemet Connection (7) 1215-LM |
loww the computer to tum off this device to save power

Allow this device to wake the computer

Only allow a magic packet to wake the computer

Cancel
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Detailed Power Options settings

Open the Control Panel (use the search bar to find it), and select the ‘System and
Security’ settings:

[E3 Control Panel

> ~ 4 B> ControlPanel » v

|Search Control Panel

Q control panel

Documents Web Settings Folders Photos

@ Adjust your computer's settings Viewby: Category ™

Best match RSYS‘EW and S:furit):t @  User Accounts
eview your computer's status o o
Sove bochup copies of your fles with File History | QD % Chongeaccount ype

I = Control Panel Back up and Restore (Windows 7)

Appearance and Personalisation

Network and Internet

View network status and tasks
Search the web Control Panel

System

Clock and Region
Hardware and Sound
View devices and printers

Change date, time or number formats

control panel - see m
o p

J K[ @

Ease of Access

Add a device
results Let Windows suggest settings
e Optimise visual display
2 open r Programs
£ control panel open > = Uninstall a program

1. Click on ‘Power Options.
@ System and Security
« ~ 1 @ > ControlPa.. > System and Security » v oo Search Control Panel »

Control Panel Home

%;W Security and Maintenance
v Review your computer's status and resolve issues | % Change User Account Control settings
Troubleshoot common computer problems

o System and Security
Network and Internet

Hardware and Seund &__ Windows Defender Firewall

BEE Checkfirewall status | Allow an app through Windews Firewall
Programs
User Accounts. gL System

View amount of RAM and processor speed | ® Allow remote access | Launch remote assistance
Appearance and

See the name of this computer
Personalisation
Clock and Region i Power Options
Ease of Access Change what the power buttons do |  Change when the computer sleeps

—
File History

2D Save backup copies of your files with File History | Restore your files with File History

Ma Back up and Restore (Windows 7)

Back up and Restore (Windows 7) | Restore files from backup

% BitLocker Drive Encryption
W\ Manage BitLocker

2. Choose ‘High Performance’ and then open the ‘Change plan settings’ menu.

£ Power Options

ontrol Panel > System and Security » Power Options

Control Panel Home .
Choose or customise a power plan

Choose what the power A power plan is a collection of hardware and system settings (like display brightness, sleep, etc.) that manages
buttons do how your computer uses power. Tell me more shout power plans

Create a power plan Preferred plans

12 Choose when to turn off the

G () Balanced (recommended) Change plan settings
ispla
Play bal with energy on capable hardware.
W Change when
sleeps

O High performance
Favours performance but may use more energy.

Hide odditional plans ~

O Power saver Change plan settings
Saves energy by reducing your computer's performance where possible.

3. A new window will appear. Change the sleep settings to ‘Never’ for both the
display and the computer. The monitor can be turned off manually by
pressing the power button on the monitor. Then click on Change advanced
power settings.

$ Edit Plan Settings

<« v N 3P « PowerOptions > EditPlan Settings v C Search Control Panel

Change settings for the plan: High performance

2 Turn off the display: Never

W Putthe computerto sleesp:  Never

Save changes Cancel
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4. A dialog box will appear.

a. Hard disk settings: make sure that it is set to never turn off the hard disk.
b. Desktop background settings: set the slide show to pause.
c. USB settings: disable the USB selective suspend setting.
d. Processor power management: set min and max processor state to
100%
| 35 Power Options ? >

Advanced settings

choose settings that reflect how you want your computer

\[ i Select the power plan that you want to customise, then
to manage power. i

|High performance [Active] ~

= Hard disk
= Turn off hard disk after
=)  Setting: Mever
Internet Explorer
=] Desktop background settings
= Shide show
==y  Setting: Paused
= Wireless Adapter Settings

i Power Saving Mode
Setting: Maximum Performance
=g Sleep
= Sleep after
Setting: Mever
= Allow wake timers
=)  Setting: Disable
= USE settings
=] USE selective suspend setting
ey  Setting: Disabled
= Intel(R) Graphics Settings
= Intel(R) Graphics Power Plan
Setting: Maximum Perfermance
PCl Express
= Processor power management
= Minimum processor state
=)  Setting: 100%
= Maximum processor state
B Setting: 100%: I
= Display
=] Turn off display after
Setting: Mever
Multimedia settings

Bestore plan defaults |

Cancel Apply

5. Click OK when done and save changes.



